
Privacy policy 

Identification and contact details of the data controller 
CALLSTAMP COMMUNICATIONS, S.L., a company with registered office at Calle Valle de 
Alcudia 3, 28232 (Las Rozas) - Madrid, with Tax ID number B85829794 (hereinafter, 
"CALLSTAMP" or the "Company") is responsible for the processing of the personal data 
that you provide us with in order to provide you with certified geolocation services under 
the name Geo 183. This privacy policy provides information on the intended use by 
CALLSTAMP of your personal data in your capacity as a user of our services. 

This Privacy Policy is intended to provide information about your rights under the General 
Data Protection Regulation ("GDPR"). If you have any questions regarding the processing 
of your personal data, please contact the Company at dpd@geo183.comcom. 

We also inform you that the Company has a Data Protection Delegate, who can be 
contacted at the same address. 

Why do we process your personal data? 
The personal data that you provide us with both during the registration process and in the 
various video calls will be used for the sole purpose of providing you with certified 
geolocation services and, consequently, the legitimacy for the processing is based on the 
prior contractual relationship that binds us. 

To whom do we communicate your personal data? 
The personal data you provide us with may only be processed for the purposes described 
above and exclusively by CALLSTAMP. Given the sensitivity of the data we handle, 
CALLSTAMP does not subcontract to other companies any process that involves access 
by third parties to the information you provide us with. 

For the decentralisation of the test matrix, CALLSTAMP forwards "hash functions" of your 
conversations to two blockchains. Since no "clear" (readable) information can be 
obtained from the summary function or hash of a file, CALLSTAMP does not understand 
that these referrals can be privacy-affecting and, consequently, be considered as 
communications of personal data. 

Given the evidentiary nature of the services we provide, the users of these services accept 
that whenever CALLSTAMP is requested to do so, it will provide the judicial or 
administrative bodies with the information that at the time of the request is included in its 
evidence matrix. 
 

How long do we keep your personal data? 
Your data will be processed for the duration of the contractual relationship and will be 
kept for a period of 5 years after the end of the contractual relationship. After this period, 
they will be kept blocked for THE period of time necessary for CALL STAMP to respond to 
possible legal obligations. 



 

What are your rights? 
We inform you that you may exercise the following rights:Derecho de acceso a tus datos 
personales para saber cuáles están siendo objeto de tratamiento y las operaciones de 
tratamiento llevadas a cabo con ellos: 

1. The right to rectify any personal data which proves to be inaccurate; 
2. The right to deletion of your personal data, except for the deletion of the hashes 

relating to your conversations that have been sent via Smart Contract to the 
blockchains we work with, which for the reasons explained above we do not 
consider to have any impact on your privacy. 

3. The right to request the restriction of the processing of your personal data where 
the accuracy, lawfulness or necessity of the data processing is in doubt. In these 
cases, the data affected by the request for restriction of processing may be kept 
for the exercise or defence of potential claims; 

4. The right to the portability of your personal data; 
5. The right to revoke your consent at any time, provided that no prior request for 

access to them has been made by a judicial or administrative body. 

You may exercise your rights at any time and free of charge by sending an email to 
dpd@geo183.com indicating the right you wish to exercise and your identification details. 

Security measures 

CALL STAMP adopts the security levels required by the RGPD in accordance with the 
nature of the data being processed. Among other measures, CALLSTAMP guarantees that 
the storage of data is carried out after encryption so that, in the event of circumvention of 
the security measures adopted, intruders cannot have easy access to your personal 
information.  

Confidentiality 
The personal data that we may collect during the provision of the Service or the 
communications that we maintain with you will be treated with confidentiality, and we 
undertake to keep them secret in accordance with the provisions of the applicable 
legislation and with the sole exception mentioned above if we are required to hand them 
over by any judicial or administrative bodies. 

Updating of the privacy policy 
It is possible that this Privacy Policy may need to be updated to comply with the 
regulations that may be in force at any given time; it is therefore advisable to review this 
policy periodically to be properly informed about the type of information collected and its 
processing. 
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